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1.  Purpose of Collection
The DDLS collects and records information to:

a) Comply with the Uniform Legal Profession Act 2010 and Risk Management Guide

b) Provide clients with legal information, advice and representation.

c) Influence changes to laws and policies that impact on people with disabilities.

d) Meet its obligations to the bodies that provide funding by submitting statistics and reports.

e) Be accountable to the community by producing annual reports.

f) Seek to gain further funding to expand its service provision.

g) Maintain and update its membership records, ensure the effective functioning of its Management Committee and meet its obligations as an employer of paid staff and volunteers.

2. Use and Disclosure of Information
DDLS is required to use or disclose information by law, for example in the following situations: 

a) clients have made a direct threat towards someone else;and the Service considers that person/ others are at risk;

b) or with the consent of the client.

Otherwise, the DDLS will only use and disclose information for those purposes amongst those set out above for which it was obtained.

Only those staff and volunteers of the Service who need access to client information for the purposes set out above will have access. Each of these people is bound by strict obligations of confidentiality.

Other people to whom the Service discloses information, such as support workers, complaints bodies or tribunals, are obliged to protect the client’s privacy. Information about clients that the DDLS provides to tribunals or courts for the purpose of a case may become public due to the nature of public hearings and the ability to access court files.

The DDLS might also use and disclose information about clients for purposes related to the “primary purposes” set out above, such as:

1. Providing information to an expert witness, such as a doctor who is providing a report for a case;

2. Providing information to the organisation we are engaging to serve legal documents on the other party in a case.

These purposes, directly related to the “primary purpose” are called “secondary purposes”, and client consent will be sought.
3. Security of Information

Information about clients is stored in computer and paper files. Secure storage and use of information is extremely important to the DDLS. All reasonable steps are taken to protect information security, such as use of computer passwords , restricted access and locks on offices. 

In addition, any member of staff, volunteer or Management Committee member with access to personal information is bound by duties of confidentiality.

4. Accuracy of Information
All reasonable efforts are made to ensure that the information the DDLS collects and records is accurate and up to date. Clients can request the DDLS to correct any records they believe may not be accurate.

The DDLS encourages clients to notify a staff member if their circumstances change or they have reason to believe the information held about them is not accurate.

5. Restricted Access

Only permanent staff of DDLS have access to all files on our computers. An annual audit of access, ensuring that these limitations apply, will be carried out and recorded.
6. Breach of Privacy

In the event there is a privacy breach, depending on that breach, the relevant privacy statutory authority and/or relevant clients will be advised.
For example:
Office of the Victorian Information Commissioner   1300 006 842

Legal Services Board 9679 8001 
Office of the Australian Information Commissioner 1300 363 992
7. Access to Information
Clients can have access to the information the DDLS has about their case. There may be some information collected in the course of assisting clients which the DDLS is prevented from disclosing by law. If the Service declines to give access it will provide reasons and clients will have the opportunity to challenge that decision.

Clients can request scanned copies or photocopies of their information, and, on their instructions, the DDLS will transfer that information to a third party, such as another solicitor who takes over the case.

If clients do not agree with a decision made by staff regarding access to their files, they should request the DDLS Client Grievance Procedure.

8. Queries or Complaints about Information Privacy

Questions, concerns or complaints about client information should be directed to the Caseworker.

9. The Client’s role in Maintaining Confidentiality

The Service will maintain client confidentiality, being clear to clients as to where duties of disclosure may arise and the important part that clients themselves play in maintaining confidentiality.

Clients can choose who they want to tell about their case, but need to be careful when disclosing information about it.  Sometimes it can be illegal or damaging to their case to give out information about the case before it is resolved, or to give information about the person or party responding to the complaint.

If a client is confused or unclear about confidentiality, they should feel free to contact the Caseworker and ask any questions they may have.
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